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NOTICE TO INDIVIDUALS ACCORDING TO ARTICLE 13 OF THE GENERAL DATA PROTECTION REGULATION (GDPR) and paragraph 3 of Article 76 of the PERSONAL DATA PROTECTION ACT (ZVOP-2) REGARDING THE PROCESSING OF PERSONAL DATA
PERSONAL DATA CONTROLLER:
UNIOR Kovaška industrija d.d., Kovaška cesta 10, 3214 Zreče.
PERSONAL DATA:
Record of the individual (image), information on location, date and time of record, date and time of entry into business premises, and date and time of exit from them.
PURPOSE OF PERSONAL DATA PROCESSING:
Video surveillance is carried out with the aim of protecting property and ensuring the safety of employees and visitors in order to ensure the control of entry and exit to and from the business premises of UNIOR d.d. in accordance with point c) of the first paragraph of Article 6 of the General Data Protection Regulation (GDPR) and the first paragraph of Article 77 of the Personal Data Protection Act (ZVOP-2).
RIGHTS REGARDING PERSONAL DATA:
Individuals have the right to access their personal data, the right to correction, the right to deletion, the right to object, and the right to data transfer. An individual can exercise rights related to the protection of personal data via the e-mail address: unior@unior.com.
The individual also has the right to appeal to the Information Commissioner of the Republic of Slovenia. You can submit a complaint to the e-mail address dpo@ip-rs.si or by regular mail to the address Information Commissioner, Zaloška 59, 1000 Ljubljana.
DATA STORAGE PERIOD:
The data is stored for a maximum of 6 months from the moment the record was created.
OTHER DATA USERS:
Authorised persons with the Data Controller only for the purposes that existed and were stated at the time of record creation and other users (law enforcement agencies and other institutions) who demonstrate the appropriate legal basis for access to personal data.
INFORMATION ON THE TRANSFER OF PERSONAL DATA TO A THIRD COUNTRY OR AN INTERNATIONAL ORGANISATION:
Personal data are not transferred to third countries or international organisations.
DOES AN INDIVIDUAL HAVE TO PROVIDE PERSONAL DATA AND WHAT ARE THE POSSIBLE CONSEQUENCES OF NOT PROVIDING THEM: 
No. 
INFORMATION ON THE EXISTENCE OF AUTOMATED DECISION-MAKING, INCLUDING THE CREATION OF PROFILES, AND AT LEAST IN SUCH CASES, MEANINGFUL INFORMATION ABOUT THE REASONS FOR THEM, AS WELL AS THE MEANING AND FORECASTED CONSEQUENCES OF SUCH PROCESSING FOR THE INDIVIDUAL TO WHOM THE PERSONAL DATA RELATES:
We do not perform automated decision-making or profiling.
INFORMATION ON THE SPECIFIC EFFECTS OF PROCESSING, IN PARTICULAR OF FURTHER PROCESSING:
There are no special effects of the processing of personal data.
IRREGULAR FURTHER PROCESSING:
Video surveillance also allows for live image, but audio intervention is not possible. No other further processing of video surveillance system recordings is carried out.
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